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Assignment
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Assignment 1: Assess divesting Chrome 
from a technical perspective 

Assignment 2: Assess data sharing and 
syndication remedies from a technical 
perspective



Why Distributed Systems?

Understanding distributed systems is a necessary 
step in understanding the divestiture, data sharing, 

and syndication remedies.
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Distributed Systems: An Overview
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Distributed Systems: An Overview
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Key Conclusions
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Conclusion 1: From a technical perspective, 
Chrome divestiture is feasible.

Conclusion 2: From a technical perspective, data 
sharing and syndication remedies are feasible.



Technical Feasibility
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Type of work Google and third parties already do.

 That work is not unduly burdensome.

That work can be done in a way that preserves 
security.



Computers: An Overview
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Computers: An Overview
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Functions Are Blocks of Code
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Libraries Are Collections of Functions
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Library

determineCompoundInterest()
add()
multiply()
divide()
exponentiate()



Application Programming Interfaces (APIs) Allow Software 
Programs to Talk to Each Other
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Only certain functions 
are made visible to 
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Tax Example: API
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Cloud APIs Connect to Code Running in the Cloud
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Tax Example: Distributed Systems
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Hardware Infrastructure
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Benefits of Distributed Systems: Scalability and Efficiency
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Benefits of Distributed Systems: Reliability
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Best Practices with Distributed Systems: Loose Coupling
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Best Practices with Distributed Systems: Observability
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Best Practices with Distributed Systems: Security
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Opinion # 1: Chrome Divestiture is Feasible

The Chrome browser is not deeply integrated with an underlying 
operating system.

The Chrome browser is not deeply integrated with Google’s 
back-end services.
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Chrome is A Piece of Client Software
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A Browser’s Role
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Chrome Is Built on Top of Open-Source Chromium
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Other Browsers Are Built on Top of Chromium
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Each Chromium-Based Browser Makes Unique Design Decisions
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Examples of Google’s Backend Services
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GAIA API: Authentication service that allows users to log into 
Chrome.

Chrome Sync: Synchronizes Chrome data across multiple 
signed-in devices.

Safe Browsing API: Analyzes and identifies harmful web pages 
for the Safe Browsing service.



Chrome and Google’s Backend 

31Source: PXR0321



Chrome Doesn't Need to Know Backend Implementation

32Source: PXR0321
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Chrome Communicates with Google Services Through Well-
Defined Interfaces
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Divesting Chrome is Feasible
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Divesting Chrome Would Not Impact Chrome’s Ability to Retrieve 
and Render Web Pages
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Divesting Chrome Is Feasible, Even If It May Change Chrome
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The Buyer’s Four Options for Each API
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For each API, the new owner of Chrome can choose to:

Leave unmodified the API call (e.g., purchase API keys)

Proxy the API call to a proxy server

Substitute with an API call to a server run by third-party

Disable the API call



Leave Unmodified the API Call
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Proxy the API Call
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Substitute the API Call
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Disable the API Call
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Divesting Chrome Is Feasible, Even If It Likely Changes Chrome

42

API

API

Third 
Party   

API

API

Web 
Server

API

Hardware

Operating System



This Has All Happened Before
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Post-Divestiture Chromium Will Receive Developer Attention

“Several leading organizations have already pledged their support for the initiative, 
including Google, Meta, Microsoft, and Opera. These organizations are committed to 

driving innovation in the Chromium ecosystem through their involvement in this initiative.”

“The Supporters of Chromium-Based Browsers follow an open governance model, drawing 
from best practices established by other successful Linux Foundation initiatives. It 

prioritizes transparency, inclusivity, and community-driven development.”

Source: PXR0333



This Has All Happened Before
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A tool for managing the deployment of distributed systems. 
Kubernetes is an offshoot of Google’s closed-source 
Borg project.

A popular closed-source browser in the 1990s. Netscape 
created a non-profit organization called Mozilla, who then 
made the code open-source, rebranded it as Firefox.

Blender was initially created as a closed-source program that 
was made open-source under the guidance of the non-profit 
Blender Foundation.

Source: Opening Report at 45–46, ¶ 79 (citing public facing articles). 



Opinion # 2: The Proposed Data Sharing and Syndication 
Remedies Are Feasible

Data Sharing Remedies: Google’s search infrastructure is amenable 
to providing search engine prerequisites and ads data to Qualified 
Competitors.

Syndication Remedies: Google can build upon its existing search 
syndication systems to provide a syndicated search feed, explanatory 
SERP data for each syndicated query, a synthetic search feed, and a 
syndicated ad feed. 

46Source: Mickens Opening Report at 7–8 n.20–29 (citing RPFJ §§ VI.A,, VI.E, VI.C, VI.E, VII.A, VIII.A, VIII.C, VIII.E).  



Overview of Google’s Search Product
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Indexing the Web
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Part 1: Finding Results in Response to Queries
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Part 2: Serving Search Results
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Selecting and Serving Ads
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Hardware Infrastructure

Source: https://datacenters.google/





Current Borg Example
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Data Sharing Remedies

55Source: Plaintiffs’ RPFJ §§ VI, VIII



Data Sharing Remedies
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Google’s Existing Infrastructure Supports Data Sharing 
Remedies
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Data Syndication Remedies

58Source: Plaintiffs’ RPFJ § VII



This Has All Happened Before

59Source: PXR0318, at -083



There Is Technical Precedent for Syndication
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Professor Allan’s Claims on Reverse-Engineering Are Misleading

61Source: Prof. Allan Initial Report at ¶ 18



Professor Allan’s Claims on Reverse-Engineering Are Misleading

1. QCs do not want to build a perfect replica of Google.

o OpenAI and DuckDuckGo representatives have testified they do not want to replicate google.com.

2. A QC could not solely rely on syndicated feeds and logs to replicate a 
search engine. 

o People: engineers are needed to write code to replicate a service

o Time: engineers must design, build, deploy, and test code

o Infrastructure: code needs to run on physical datacenter infrastructure

Thus, QCs would be in a perpetual game of catch-up.

62



Professor Allan’s Deposition Testimony

Q. So you’re not offering an 
opinion on quality infrastructure 
latency that it would take a 
qualified competitor using this 
type of LLM or actually any -- 
any of the reverse engineering 
methodologies in your  report?

63

A. Right. All of what I’m focusing on is what is 
disclosed, whether directly or reverse engineering 
or mimicking, and what a competitor -- you know, 
and that these are -- these are complicated 
technologies that are being disclosed.

And I'm not saying – I’m saying the competitor 
could use that to improve their system. I’m not 
saying whether their system would then be fast,
and I have not investigated how fast. Because 
there’s too many variables in that. It’s too much 
of a I don’t know what hardware they might have. 
I don’t know what sort of engineering expertise 
they have inhouse. It’s just -- there are too many 
variables there to offer that opinion.

Source: Allan Dep. at 261:24-263:2



Prohibition on Self-Preferencing in the RPFJ

64Source: Plaintiffs’ RPFJ § V.B



Multiple AI Models Can Run on an Android Phone
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AI Models Run More Efficiently If They Run on Specialized 
Hardware
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What Is AICore?

67Source: PXR0310 at -453



Google Is Aware of the Advantages AICore Can Give AI Models

Google unambiguously states 
in public-facing technical 
documentation that running 
models on AI accelerators via 
AICore is faster than running 
models outside of AICore on a 
phone’s CPUs and GPUs.

68

“AICore is the new system-level 
capability introduced in Android 14 

to provide Gemini-powered solutions 
for high-end devices, including 
integrations with the latest ML 

accelerators, use-case optimized 
LoRA adapters, and safety filters.”

Source: PXR0332



Android’s Lead Executive Confirms AICore’s Exclusivity

Q. But sitting here today, are you aware of any ways for a 
developer to access a device resident version of Gemini 
Nano other than through AICore?

A. I’m not.  But I'm also not following all the ways that they are 
-- they may be doing that, and there could -- they could exist.

* * * 

Q. Can AICore host other device-resident LLM models?

A. Today it cannot. We simply haven't gotten to that part of our 
road map yet.

69Source: Samat Dep. 269:18-23; 270:3-6
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Combined Search Infrastructure

71Source: PXR0315 at -867



Unregulated AI Models Pose Security Risk

72Source: James Mickens, Sarah Radway, and Ravi Netravali. 2025. Guillotine: Hypervisors for Isolating Malicious AIs. In Workshop on Hot Topics in Operating Systems (HOTOS ’25), May 14–16, 2025, Banff, AB, 
Canada. ACM, New York, NY, USA, 9 pages. https://doi.org/10. 1145/3713082.373039



ChromeOS and Aluminium Architecture

73Source: PXR0317 at -420



Search Ads Machine Learning Infrastructure

74Source: PXR0316 at -569
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