Key Developments: June 2014 – May 2015

- In the wake of protests against the government, arbitrary arrests of social network users increased. At least eight Twitter users were arrested between August and October 2014, and most of these users remained detained without due process as of May 2015 (See Prosecutions and Detentions for Online Activities).

- In November 2014, only one month after numerous social media users were arbitrarily arrested, the ruling party proposed an amendment to the country’s cyberterrorism law that would make it a crime to use social networks to “disrupt public peace” (See Legal Environment).

- Over 1,000 websites were blocked between November 2013 and October 2014. Although most were sites that listed the black-market dollar exchange range, at least two prominent news websites were also blocked during the coverage period (See Blocking and Filtering).

- Venezuela, which has the slowest internet in the region after Cuba, was one of only two countries globally that saw a decline in average internet speeds in 2014. Frequent electricity outages and unexplained, prolonged interruptions of internet service presented further obstacles to access. (See Availability and Ease of Access and Restrictions on Connectivity).
Introduction

In the midst of a worsening economic crisis, declining popularity for President Nicolás Maduro, and upcoming parliamentary elections, the government has increased efforts to maintain control of the media. The National Telecommunications Commission (CONATEL) ordered arbitrary blocking of websites without due process, while the dominance of the government-owned internet service provider, CANTV, facilitated these blockings.

During the coverage period, at least eight online users were detained under sweeping laws that prohibit any content that threatens public order or promotes anxiety in the public. In the wake of active protests on social media, the government has announced the possible enactment of new laws to limit digital activism and access to information online.

Less overt limitations on online freedom stem from financial restrictions that limit investments in telecommunications infrastructure. Poor access and low quality connections continue to plague the country. Although official government data shows that internet penetration was over 60 percent by the end of 2014, connection speeds are still very low, with an average connection speed of around 1.4 Mbps.

Even as the government tightens its grip on the media by neutralizing media outlets, launching pro-government outlets, and restricting access to foreign currency needed to import newsprint, citizens have continued to create vibrant communities and discussions through digital media and social networks. The past year marked the creation of new digital ventures, which will add diverse voices to the digital landscape. Meanwhile, a number of new cell phone applications and Twitter feeds have adapted to help Venezuelans, some of the region’s most active social media users, battle continuous shortages in the midst of the economic crisis.

---

1 Analysts show that Venezuela’s inflation rate could be as high as 120 percent. Carlos Alberto Montaner, “Venezuela, el paraíso convertido en ruinas,” [Venezuela, Paradise in ruins] ABC.es Internacional, February 9, 2015, http://goo.gl/J3mpFr. Also see: “Este año Vzla va para una inflación de al menos 120%, y en alimentos va a llegar al 150%  160%”: analista José Guerra,” [This year Vzla goes for inflation of at least 120%, and food will reach 150% or 160%]: analyst José Guerra] NTN24, March 30, 2015, http://goo.gl/QFVfq3.

2 In June 2015, officials announced that the legislative election is scheduled for December 2015.


6 Dylan Baddour, “Periodistas en Venezuela se mudan a la red por aumento de presión del gobierno,” [Journalists in Venezuela Move to the Net Due To Increased Government Pressure] Blog Periodismo en Las Americas; The Knight Center at the University of Texas Austin, October 13, 2014, http://goo.gl/6yA3qY.


Obstacles to Access

Internet penetration in Venezuela remains extremely uneven, with a significant divide between rural and urban areas. The quality of internet access is also low, a problem exacerbated by the restricted access to foreign currency, which has led to deterioration of telecommunication infrastructure. Blackouts of electricity are common, especially in smaller, rural cities where they frequently last many hours and sometimes even days. Although a number of private internet service providers (ISPs) operate, the state-owned provider claims a majority of the backbone infrastructure and accounts for around 65 percent of all internet subscriptions. Some experts have raised the possibility that service failures on the part of the state-owned provider were purposeful, as they often coincided with moments of increased political tension.

Availability and Ease of Access

Although internet penetration continued to increase in Venezuela, the quality of the connection is low. Excessively slow speeds, frequent service failures, and unreliable electricity leave many people with limited or no internet access. The problem is exacerbated in rural areas where internet penetration is much lower compared to the capital, despite some government initiatives to expand access. A complicated system of currency controls renders foreign currency inaccessible and hampers private investments in telecommunications infrastructure.

The International Telecommunication Union estimates that internet penetration increased from 33 percent in 2009 to 57 percent at the end of 2014, which puts Venezuela’s penetration rate at the average for the region. Venezuela’s National Telecommunications Commission (CONATEL) provided a similar estimate, measuring internet penetration at 60 percent in 2014, with 3.7 million subscribers and close to 16 million users. Notably, last year CONATEL only measured internet penetration at 43 percent. Although this appears to represent a 14 percent increase over the course of one year, the increase is actually the result of modification of CONATEL’s methodology, which now counts internet users seven years and older who have at least a data plan on their cellphones.

The vast majority of internet subscribers in Venezuela have broadband internet, although speeds typically fall below the normal broadband threshold. Out of 3.7 million internet subscriptions measured by CONATEL, 94 percent are broadband and seven percent are dial up connections.
broadband connections, 71 percent are fixed and 29 percent are mobile connections. In recent years, growth in the fixed broadband market has slowed slightly as the economy has worsened and as more users turn to mobile phone connections for internet access. The increasing use of mobile connections, along with legislation banning violent videogames and the use of school uniforms in cybercafes, has also contributed to a decline in the number of cybercafes.

Penetration rates vary substantially across the country, with a striking disparity between urban and rural areas. According to the state-owned operator CANTV, 87 percent of Venezuela’s departments have some kind of connectivity. Penetration in the rural state of Apure, however, is less than 30 percent, while in the capital, penetration reaches close to 100 percent.

The government has made an effort to increase connections, launching the Wi-Fi Plan for All in 2013 in order to introduce Wi-Fi in public spaces. Although this plan has introduced Wi-Fi in some areas, it has not met demand. Meanwhile, the National Transportation Network, an ambitious plan by CANTV to set up about 20,000 kilometers of fiber-optic cable is progressing very slowly. The government claims that the Simón Bolívar satellite has provided internet and mobile connectivity in even the remote reaches of the country, but independent sources could not yet verify these claims.

The quality of internet connections for the majority of the population remains low and has been exacerbated by deterioration in telecommunications infrastructure due to limits imposed on foreign currency. According to CONATEL, investment and earnings among private network providers have gone up when measured in the national currency VEF. When measured in terms of U.S. dollars, however, investment and earnings have declined by 64 percent and 54 percent respectively over the last 13 years, with a noticeable impact on operations. The state-owned provider CANTV has not fared much better in terms of improving quality of service and access speeds. Poor national infrastruc-
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ture and a severe energy shortage have also contributed to electricity outages, which are frequent in rural areas outside of the capital.\(^{28}\)

Quality of access appears to be deteriorating. According to the Akamai *State of the Internet* Report, Venezuela, which has some of the slowest internet in the region was one of only two countries that saw a decline in average connection speeds between 2013 and 2014.\(^{29}\) The average internet connection on fixed broadband is around 1.4 Mbps.\(^{30}\) Faster internet connections are concentrated in the capital city and in wealthy areas. For example, a new WiMax provider and a small company that offer speeds up to 25 Mbps market their services in wealthy regions of the country’s capital.\(^{31}\) Among this small minority are elite with access to superior connections; some small initiatives of IPTV have also opened and gained users.\(^{32}\)

With average speeds over 4 Mbps, mobile connection speeds tend to be much faster than fixed-internet connections in Venezuela,\(^{33}\) and the country is increasingly seeing people turn to mobile connections to access the internet. According to CONATEL, the country has 32 million phone lines (a 106 percent mobile penetration rate), and more than 11 million of these cell phone subscriptions had at least a basic data plan in 2014.\(^{34}\) Mobile connections are especially popular among men under 25 who use their phones to access social media.\(^{35}\) Of the 32 million cell phones in the country, 71.9 percent are GSM, 27.5 percent are CDMA (offered by the state mobile provider, Movilnet), and 0.6 percent are LTE.\(^{36}\)

Despite the faster speeds and popularity of mobile phones, the potential for mobile connections is severely constrained by scarcity and high prices of smartphones in the country. The 11 million phones with data plans represent only about 35 percent of the total number of cell phones in the country, and smartphones are increasingly expensive and scarce.\(^{37}\) Limits on foreign exchange have made it difficult for mobile companies to import phones, resulting in a significant shortage of cell phones and rampant speculation.\(^{38}\)

In December 2014, the government granted concessions for the operation of 4G LTE networks to three telecomm operators (the state owned Movilnet, Movistar, and DirecTV);\(^{39}\) prior to these concessions only one company (Digitel) offered 4G to around 200,000 subscribers.\(^{40}\) As of May 2015, however, 4G options were still limited to Digitel and Movistar and only available in a few cities. Most
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28 Associated Press, "Widespread Blackouts Hit Venezuela."
31 The WiMax provider Vivo Play is a company created very recently that has about 40,000 subscribers; See also the internet provider IpNet, [http://goo.gl/GKANW2](http://goo.gl/GKANW2).
36 “Venezuela registra más de 30 millones de suscriptores de telefonía móvil.”
38 Espinoza, “The Whys and Wherefores of the $20,000 iPhone.”
mobile subscribers still opt for a low bandwidth option (1 to 1.5 Mbps) because, at 3.5 percent of the minimum wage, these plans are almost half the price of mobile 4G plans, which cost approximately 6 percent of the average monthly minimum wage.

Restrictions on Connectivity

Although exact figures are not available, the state owns the majority of the national level backbone infrastructure through the state provider CANTV. In recent years, the possibility of establishing an internet exchange point (IXP) was discussed, but the government has not indicated whether it will move ahead with this plan in the future. Frequent service failures on the part of CANTV during politically sensitive times have raised suspicions that the government has purposefully restricted internet access to prevent social mobilization on certain occasions.

During the first third of 2015, internet service failures increased in frequency. From January 16-17, 2015, the largest internet provider (ABA, from the state-owned CANTV) had failures at a national level that, in some regions, lasted up to 36 hours. CANTV apologized to the users via Twitter, but questions about the cause of the service interruption were never clarified. Experts have pointed out that although this interruption of service could be a result of the lack of maintenance and investment in the state’s telecommunication platform, it coincided with President Maduro’s return to the country after a trip abroad; an event that some authorities worried might trigger an escalation of street protests. During the same month, CANTV suffered two service failures in the Andean region, which the provider attributed to scheduled maintenance and cuts in the fiber-optic cable. Again, these service failures occurred in a region with high levels of protests.

Although it was not possible to confirm that service failures during the coverage period were the result of purposeful government action, disruption of services during protests or politically important times is a continuing concern in Venezuela. In early 2014, CANTV experienced a 36-hour service interruption in the city San Cristóbal that coincided with an announcement by the administration that the government would take steps to control protests, which had been raging for two weeks by the time service was blocked.

---

43 Personal interviews with a variety of telecommunications experts and information about the holdings of the state-owned Cantv seem to indicate that the government may control roughly 60 percent of the national-level backbone infrastructure.
ICT Market

Although there are a number of private providers, the state dominates the ICT market. Almost 69 percent of users access the internet through the state-owned provider CANTV’s ABA or through the state-owned mobile provider, Movilnet. The strict foreign currency exchange control, in place since 2003, prevents private companies from repatriating their earnings and accessing the foreign currency necessary for their investments, which has led to the deterioration of their services. It also creates a substantial barrier to new firms who might seek to enter the market.

CANTV, the only provider to offer ADSL, dominates the fixed broadband market, providing service to more than 67 percent of users in this market. The rest of the population accesses the internet through one of several private telecommunication providers. Seven companies provide cable (pay television) service to 4.5 million subscribers, and three of them also offer internet access via cable modem. The second most widely used ISP, Intercable offers services in major cities. Although it used to offer a connection speed of 10 Mbps, this plan is no longer available; currently, this company is primarily selling its 1MB plan, which is more expensive than the plan offered by ABA.

The state telecommunication provider is also dominant in the mobile market, with Movilnet, a subsidiary of CANTV, leading the sector with over 16 million users and close to 51 percent of the market share. There are two private mobile providers: Movistar, a subsidiary of the Spanish firm Telefónica with approximately 11 million customers and Digitel, a domestic company, which comes in third with 5 million customers.

Regulatory Bodies

In addition to owning and operating Venezuela’s leading telecommunications operator, the state also controls CONATEL, the body responsible for regulating and licensing of the telecommunications sector. The Law on Social Responsibility on Radio, Television, and Digital Media (Resorte-ME Law) grants the regulatory body the power to rule over the blocking or deletion of content and to sanction service providers, an ability it has exercised without granting due process to the affected parties (see Blocking and Filtering).

While Article 35 of the Organic Law of Telecommunications provides for CONATEL’s operational and administrative autonomy, the president has the power to appoint and remove the agency’s director and the other four members of its board. A series of presidential decrees over the past decade has shifted oversight of the commission to various ministries, the vice presidency, and finally, in December 2013, to the Ministry of Communication and Information. In addition to making oversight near-
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Ly impossible, these arbitrary shifts in control are evidence of CONATEL's lack of independence from the executive.

Limits on Content

The blocking of webpages in Venezuela follows three main patterns: those ordered directly by CONATEL, those executed by CANTV, and those that are apparently implemented by private ISPs for fear of sanctions from the regulatory body. Although the government has blocked over 1,000 sites since November 2013, the blocking of the Argentine site Infobae and the main domains of the website of the television channel NTN24 drew particular public outcry and international condemnation. Third-party liability encourages self-censorship and content removal, as does the threat of harassment of critical journalists by government sympathizers. Despite these limitations, the online landscape remains vibrant in Venezuela, with increasingly more people using the internet.

Blocking and Filtering

The government regulatory body CONATEL blocked over 1,000 webpages between November 2013 and October 2014 by way of sending a blacklist of sites to CANTV and private ISPs. A report by the journalist William Peña also suggests that the state provider CANTV may have independently decided to block certain sites without necessarily receiving instruction to do so from CONATEL.

Pages publishing the black market dollar exchange rates constituted the vast majority of the blocked sites. Over the past decade the government has instituted a complex series of currency and price controls, granting the state control of almost all foreign exchange. As the crisis engulfing Venezuela’s economy has deepened in the past few years, dollars have become scarce and people have flocked to the black market in droves to access foreign currency. The government has waged a war on the site Dólar Today (Dollar Today), a prominent site run out of Florida which publishes the black market exchange rate, blocking hundreds of URLs in its effort to purge links and re-blogged content from the site.

In March 2015, CONATEL tried to block the mobile app of the Dollar Today platform, and in the process, ended up blocking all of Amazon's cloud (S3 service) where the app was hosted. This resulted
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60 Peña, “Conatel guillotinó la Web.”
61 Peña, “Conatel guillotinó la Web.”
63 Manuel Rueda, “Meet the Venezuelan rebel whose crime is publishing exchange rates,” Fusion, June 23, 2015, http://fus.in/1O4ZMm5.
in the collateral blocking of many other applications. The government has also proposed legislation to further expand its powers to block economic information and transactions. In late-2014, the ruling party proposed legislation that would require all e-commerce transactions in Venezuela to be in Bolivares, Venezuela’s national currency, and would grant the government expanded powers to block online commerce.

Government censorship also extended to news sites with political content. In September 2014, CONATEL blocked all the domains—including websites, mobile application, and the Facebook page—of the television channel NTN24 in the wake of their critical coverage of a public health crisis in the country. The channel did not receive any notification or explanation from the government. In October, William Castillo, the president of CONATEL, tweeted that—following the orders of the minister of communication and information—he ordered the blocking of the news site Infobae for publishing images of the corpse of a murdered representative from the ruling party. Although NTN24 was unblocked in October 2014, Infobae remains inaccessible within the country.

In addition to directly ordering blocks, CONATEL successfully exerted pressure in the form of informal emails and calls on private ISPs, who then blocked content in order to avoid potential sanctions. Almost none of these blockings followed judicial or administrative procedures set out by law, and public entities have repeatedly denied information requests under the argument that information about telecommunications is a state secret.

Even though there were complaints about the alleged blocking of social media applications, these were not confirmed, with the exception of the blocking of Pbs.twimg.com (the site that hosts images on Twitter) in February 2014, amid widespread protests against the government. The web application Pastebin was also blocked during the protests and remained blocked as of May 2015.

### Content Removal

The Law on Social Responsibility on Radio, Television, and Electronic Media (the Resorte-ME law) establishes liability for third parties for content published on their site and grants CONATEL the discretionary capacity to impose severe penalties for violations. This legal framework has resulted in...

---

67 Espacio Público, “Bloquean dominios de NTN24.”
68 William Castillo B, Twitter Post.
self-censorship and preemptive censoring of content, as webmasters and editors may avoid publishing information that contradicts the government.

Although there are no clear cases in which judicial or extralegal measures were used to force digital media to delete content, observers have commented on the disappearance of politically sensitive information from the digital version of the news site El Universal after the site changed owners in July 2014. At least one YouTube user denounced receiving a takedown request, triggered by a privacy complaint, for a video of the president’s son dancing under a shower of dollar bills at a luxurious hotel. The user appealed, and the video in question is now available on YouTube.

Media, Diversity, and Content Manipulation

The Venezuelan government dominates the digital media landscape. Facing the rise of new digital media, the government has amplified its own voice by launching state-controlled media enterprises, neutralizing alternative media through censorship, and encouraging progovernment social media users to harass the opposition. Meanwhile, censorship and self-censorship have constrained voices critical of the government. The detention of more than eight social media users, some for relatively innocuous posts, may have contributed to fear among online users (see Prosecutions and Detentions).

Many independent media outlets also suffer from serious financial difficulties, which are exacerbated by a shortage of foreign currency and a dependence on revenue from official and private advertising, which may be vulnerable to government pressure. Some cyber activists have expressed suspicion that the capital behind some new digital ventures might come secretly from the government or entities allied with the government. Other observers have noted that the previously very critical media

---


84 Luis Carlos Diaz, Twitter post, “Nadie sabe RT @luisoliveros13 Aparecen medios electrónicos por montones ¿quienes son los dueños? ¿quienes tienen tanto capital disponible?” [Nobody knows RT @luisoliveros13 new digital media appear in bunches. Who are the owners? How much capital do they have available?] November 6, 2014, http://goo.gl/9tvSAS.
outlet, *El Universal*, seems to have taken a softer tone towards the government under its new ownership by an obscure Spanish investment firm.\(^85\)

Although recent instances of online censorship and prosecution for online content show that the government is increasingly turning its attention to online content, in 2014 and 2015 the online sphere remained a vibrant space for political and social expression. Constraints imposed on offline media through buy-outs, restrictions on newsprint and foreign currency, and legal threats have pushed many journalists into the digital sphere, where they have launched approximately a dozen new digital ventures in recent years.\(^86\) Even in cases where editorial censorship or self-censorship has restricted content, some journalists note that they have somewhat more freedom on the web.\(^87\)

As political discussions move to the web, the government has sought to expand its digital presence. Some social media specialists have detected and denounced the use of bots and fake accounts to disseminate pro-government tweets.\(^88\) It seems that this mechanism may have been used to further promote the hashtag #ObamaDerogaEIDecretoYa (Obama Repeal the Executive Order), which demands that the president of the United States nullify the executive order that suspends visas and freezes assets of government officials whom the U.S. government deems to be linked to cases of corruption and human rights violations.\(^89\) Researchers have also found evidence that government critics may use automatic platforms to disseminate tweets.\(^90\)

Many users have criticized the digital sphere for its incredible polarization between opposition and government voices, leaving little room for independent commentary.\(^91\) Issues that are not actively politicized by one side or the other are often ignored entirely. Government supporters and critics have engaged in a hashtag war, with each side competing for attention in the digital sphere.\(^92\)

### Digital Activism

With over 12 million Facebook users and 4 million Twitter users, Venezuelans are very active on social media.\(^93\) Both progovernment supporters and opposition leaders have organized large social
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media campaigns. Beginning with a series of protests in February 2014 and continuing through the following year during student and opposition protests, social media has taken on a key role in organizing mobilizations and drawing people out to the street.

In February 2014, local opposition leaders, students, and journalists alike began to turn to social media to organize protests. Thousands of protesters rallied around the hashtags #LaSalida and #12F. During the protests, thousands of people were detained and 43 people were killed in stand-offs between the government and protesters. In the aftermath of the violence, many of the hashtags associated with the protests fell out of use. Protests resurged in May 2015 as people marched for the release of jailed opposition leaders. One opposition leader, Leopoldo Lopez, released a video from his jail cell in which he urged people to protest in the streets, calling for an end to censorship and political persecution, as well as for a date to be set for the upcoming parliamentary elections. The video helped spark a protest on May 30, 2015.

Violations of User Rights

The Venezuelan constitution guarantees freedom of expression, but simultaneously prohibits anonymity. After the massive protests of February 2014, the government cracked down on critical social media users. At least eight social media users were arbitrarily detained during the coverage period. At the same time, the digital sphere has been progressively more restricted through coercive laws and mechanisms of surveillance and control.

Legal Environment

The Venezuelan Constitution guarantees freedom of expression and freedom of speech even while it prohibits anonymity. Despite constitutional protections of free speech, the government has passed a number of laws and regulations that curtail this right online.

In 2010, the National Assembly amended the Law of Social Responsibility in Radio and Television (Resorte-ME) to include regulation over online and electronic media. Vague prohibitions on content under this law provide authorities with sweeping discretion to restrict speech. Article 27, for example, forbids messages that promote anxiety among the population, alter public order, disregard legal authorities, or promote the violation of existing laws. The law also establishes third-party liability for content and requires online media to establish mechanisms to restrict prohibited content. Websites found in violation of these provisions may be heavily fined, and service providers that do not comply risk temporary suspension of operations.

Activists and journalists have also faced charges of defamation under the penal code, which criminal-
izes and sets out prison sentences for defamation against public officials and the publication of false information.\(^{101}\) Other laws provide additional avenues for limiting speech: for example, the Law of National Security, which was passed in January 2015, outlines prison sentences for individuals who "compromise the security and defense of the nation."\(^{102}\)

In the past year, high-ranking government officials, including the president and the attorney general, called for further legislation to regulate social media, particularly Twitter.\(^{103}\) In November 2014, officials in the ruling party introduced legislation to amend the Law on Organized Crime to include crimes for "cyberterrorism."\(^{104}\) One of the proposed articles would establish penalties for actions against public order that were executed through electronic media or social networks.\(^{105}\) As of May 2015, the amendment had not yet been passed.

The lack of institutional checks and balances, and in particular the weakness of the judiciary, gives the executive branch significant impunity in monitoring and harassing opponents. The imprisonment of the judge María Afiuni—who had ordered the release of a prominent banker on the grounds that he had been detained beyond the legally allowed time period—demonstrates the pressure faced by the judiciary to comply with political interests.\(^{106}\) Although the court granted María Afiuni conditional release due to health concerns in December 2014, it prohibited her from using her social media accounts.\(^{107}\)

### Prosecutions and Detentions for Online Activities

Late 2014 and early 2015 saw a marked increase in arrests of social media users, with everyday users being targeted for seemingly minor infractions. In a period of approximately three months (August-October 2014), security agents detained at least eight people for using Twitter to disseminate facts, images or opinions on social or political topics.\(^{108}\) Many of the users were arbitrarily detained for long periods of time without due process, and some remain in the custody of the country's intelligence services. In May 2015, the government accused 22 media executives of defamation and banned them from travel outside of the country after three major media outlets republished an opinion piece, originally published in the Spanish newspaper ABC, that accused the president of the National Assembly of drug trafficking.\(^{109}\)
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107  This was not the only case where the courts ordered a prominent figure to stop using social media accounts after being released from prison. Iván Simonovis, a former security official convicted of involvement in the killing of demonstrators in a 2002 coup, was also prohibited from using social media after he was released to house arrest. “Simonovis no podrá usar redes sociales,” El Nacional, September 20, 2014, http://bit.ly/1rpB3zg. For the case of Afiuni, see: “Lawyer: Judge Afiuni has been professionally disabled,” El Universal, December 12, 2014, http://bit.ly/1EK4AdJ.
109  Silvia Higuera, “Presidente del Parlamento de Venezuela demanda a medios que replicaron información de diario español,” Blog Periodismo en Las Americas, The Knight Center at the University of Texas Austin, April 23, 2015, http://bit
One of the most prominent arrests over the past year occurred in February 2014 when the government arrested the major opposition leader Leopoldo López. The government accused López of inciting violence during protests that same month. As evidence in his trial, prosecutors have analyzed over 700 tweets written by López and even accused him of using an online video to spread subliminal messages. Human rights organizations denounced the arrest and pointed out that the government failed to specify how the tweets and videos sent by López led to the actual commission of crimes. In September 2015, López was sentenced to nearly fourteen years in prison.

In October 2014, at least six individuals were arrested for disseminating photographs and information, or simply joking, about the death of Robert Serra, a member of parliament in the ruling party, who was murdered that month:

- Three users were arrested in association with the Twitter account @Hiipolita. On September 24, 2014, Lessi Marcano, who claimed to have abilities to predict the future, tweeted that the National Assembly would be in mourning. When Representative Serra was found stabbed a week later, Marcano was arrested and accused of creating panic and anxiety. Two other users, Ginette Hernández (Marcano’s niece), and Daniely Benítez, were also arrested for alleged connections to the @Hiipolita account. Both Hernández and Marcano remained behind bars as of August 2015.

- Inés Margarita González Árraga (@inesitaterrible) was detained in October 2014 after she published tweets insulting the deceased representative Serra. She was accused of public incitement, violent defamation, and defamation of a public official. In February, she was sentenced to three years in jail.

- Abraham David Muñoz Marchán (@AbraahamDz), an 18-year-old Twitter user, was detained on October 9 for inciting crime for comments he made regarding the death of Deputy Robert Serra, but was later released on probation.

- On October 13, Victor Ugas was arrested for disseminating images of Robert Serra’s corpse, and charged with improper disclosure of data or personal information and digital espionage. He was released in July 2015.

At least two other users were also arrested in the fall of 2014:

- Following the trend of social media users arrested for making predictions, María Magaly

---

12 This event occurred outside the coverage period and therefore had no impact on the scores.
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Contreras (@marletmaga), a self-described soothsayer, was detained on October 29, 2014 and accused of public incitement and public intimidation after she predicted that there would be water and electricity shortages in the country. She was released after months in detention.118

- Leonel Sánchez Camero (@anonymuswar) was detained on August 22, 2014. He is accused of promoting hatred, conspiring, defamation, and unlawful access to electronic channels due to hacking the Twitter accounts of Jacqueline Faria (Minister of Communication and Information), Gabriela del Mar Ramírez (Ombudswoman), and Eduardo Lima (deputy from the government party, PSUV). He remained detained at the headquarters of the Bolivarian Intelligence Service (SEBIN) at the time of writing this report.119

Out of those still detained, most have not yet been sentenced. Victims of procedural delays, many of them remain detained in the SEBIN headquarters, an intelligence and counter-intelligence body that answers to the Ministry of Internal Affairs, Justice and Peace. The lack of independence in the judiciary is a major concern in these cases. Lawyer Gonzalo Himiob, from the NGO Foro Penal, highlighted that given the nature of their crimes under Venezuelan law, these social media users should have the right to await their trial in freedom.120

Arrests have also occurred as a means to prevent users from recording information that might be embarrassing to the state. In January 2015, 11 people were detained for using their cellphones to take pictures of street protests and the queues in front of supermarkets, but they were immediately released.121 The government has tried to suppress information about the very long queues to buy basic goods in order to avoid publicizing the extent of the economic crisis.

Surveillance, Privacy, and Anonymity

Government surveillance and counterintelligence activities have increased since 2013, when the government released its 2013-2019 Plan for the Homeland, which emphasized the strengthening of national defense among its priorities.122 Although the plan does not explicitly call for the monitoring of social media, after its passage the government began calling for this measure. In October 2013, the president issued a decree creating the Strategic Center for the Security and Protection of the Fatherland (CESPPA), a special body charged with monitoring and tracking of social media and other online information.123 In 2014 the government created the Special Brigade against the Acts of Violent

119 Jesus Alberto Yajure, “@Conatel elaboré informes para el @SEBIN_OFICIAL sobre tuiteros detenidos” [@Conatel developed reports for @SEBIN_OFICIAL about the detained Twitter users], July 3, 2015, http://bit.ly/1GMrDwA
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Groups with the goal of gathering coordinating information and activities from all the citizen security and intelligence bodies of the states. There are no known cases of government action to restrict information about or access to encryption technologies or other digital tools to ensure the privacy of communications. Furthermore, Venezuelan laws, such as the Law against Cybercrime and the Law to Protect Communication Privacy, guarantee the privacy of communications. In practice, however, authorities have failed to apply these laws evenly in cases where activists have sued for protection under the law. Although there have been no recent court cases on the matter, the constitution expressly prohibits anonymity. In order to buy a cellphone, a SIM card, or a USB modem to access mobile broadband, Venezuelan law requires customers to register using their personal ID number, address, signature, and fingerprints.

The Law against Kidnapping and Extortion obliges the providers of telecommunications, banking, or financial services to supply data to prosecutors upon presentation of a judicial warrant. In practice, given the lack of judicial independence, there are few safeguards in place to limit government security agencies’ access to user data and private communications.

While the full scale of surveillance in Venezuela is unclear, the lack of independent oversight of the country’s media regulator has raised concerns about the ease with which systematic content filtering and surveillance could be implemented. A recent study by Citizen Lab provided evidence that Venezuela is a client of Blue Coat Systems, a computer security company often used by authoritarian governments for monitoring, spying, and censorship of networks. Some writers in international media outlets have raised concern about the possibility that a special division within the state-owned ISP CANTV may monitor and track communications.

Although it is difficult to confirm surveillance, activists have denounced targeted tracking and spying by the government. In 2014, the editor of the digital publication Inside Telecom, William Peña, claimed that state security agents were tracking him because of his critical opinion of the government. In May 2015, the Venezuelan NGOs Espacio Publico and Provea denounced government officials for intervening in their private communications after the President of the National Assembly

125 Ley contra los Delitos Informáticos [Law Against Cybercrime], http://goo.gl/VXywfA; Ley Sobre Protección a la Privacidad de las Comunicaciones [Law on Protection of Communications Privacy], http://goo.gl/RPzPYZ.
divulged information on his television show that NGO staff said was only possible to obtain by intercepting private online communications.  

Intimidation and Violence

Online journalists, bloggers, and social media activists face harassment in the form of verbal threats, attacks on social media, and potential job loss. Much of the harassment of individuals perceived to be critical of the government does not come directly from the government, but instead from progovernment civilian groups. Although these groups do not necessarily coordinate with the government, they act within an accommodating environment as there are no known cases of state institutions prosecuting a government sympathizer for harassment against a media critic. In fact, government actions sometimes seem to encourage harassment. In March 2015, the president of the National Assembly posted photographs and personal information of human rights activists (including some who work on free expression and digital rights issues) who attended a hearing of the International Assembly of the Human Rights Commission (IAHCR) in Washington D.C. The IAHRC released a public statement criticizing these actions.

Journalists have reported that public officials and members of the media have lost their jobs after expressing controversial opinions on social media. Despite the worrisome precedent set by these layoffs by both public and private agencies, these cases have not been brought to the courts. Online users have also reported a number of instances of harassment via social media networks. The well-known journalist Celina Carquez, who works for the digital media outlet Contrapunto, received threats from unidentified users through Twitter in November 2014. Meanwhile, Carlos Flores, a columnist for the Huffington Post and contributor for Newsweek in Spanish, denounced profane insults coming from the Twitter account of Tareck El Aissami, the governor of Aragua state.

Technical Attacks

Both established and new media outlets that criticize the government have stated that they are
Venezuela

frequent victims of cyberattack attempts.140 The nonprofit Institute for Press and Society Venezuela released a report showing that 10 percent of members of the media surveyed stated that they had been a victim of illegal interventions (technical attacks) to their email and social media accounts. Although it is suspected that progovernment entities are responsible for the attacks, this has not been confirmed. Also common are technical attacks wherein someone hacks and takes over the Twitter account of an outspoken activist with many followers. 141 On the other side, critics of the government have hacked the Twitter account of government officials,142 information sites of the state, such as the National Venezuelan Television143 (VTV by its initials in Spanish), and CANTV.144

141 Oli-Wan Kenobi, “Usan la app paga para promover una cuenta q usurpa la identidad de @NelsonBocaranda crear confusión y desinformar,” [They use a paid app to promote an account that usurps the identity of @NelsonBocaranda to create confusion and misinform] January 22, 2015, http://goo.gl/tGGR75.