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Good morning, Chairman Rogers, Ranking Member Meng, and Members of the 

Subcommittee. Thank you for inviting me to appear before you today. Each day, the men and 

women of the Federal Bureau of Investigation (“FBI”) are making a real difference in 

communities across the Nation, tackling some of the most complex national security and 

criminal threats with perseverance, professionalism, and integrity – sometimes at the greatest 

of costs. On their behalf, I ask for your support and pledge to be the best possible stewards of 

the resources you provide. 

The FBI's work to combat violent crime, gangs, cartels, fentanyl, terrorism, and a 

myriad of other threats has never been more important. The FBI is meeting these threats head 

on by redirecting and prioritizing resources to ensure every dollar spent is supporting our 

employer, the American people. 

The Fiscal Year (“FY”) 2026 budget request proposes a total of $10.1 billion in 

Salaries and Expenses funding to carry out the FBI’s national security, intelligence, criminal 

law enforcement, and criminal justice services missions. 

Keeping Americans safe at home and abroad is a no-fail mission. The FBI currently 

has over 35,000 direct-funded positions. The dedicated men and women in those positions are 

tackling a myriad threats head on, from a surge in terrorism threats in the aftermath of the 

October 7, 2023, attack in Israel; to a scourge of fentanyl killing Americans from coast to 

coast; to an explosion of violent crime plaguing our communities. The FBI’s FY 2026 budget 

request directly supports our coordination and partnership with Federal, state, local, Tribal, 

and territorial partners. 

Beginning on January 20, 2025, President Trump issued several homeland and 

national security Executive Orders, to include directing federal government agencies to 
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pursue the total elimination of cartels and transnational criminal organizations (“TCOs”) in 

the United States. Additionally, in response to the February 20, 2025, U.S. State Department 

action designating six cartels and two transnational gangs as foreign terrorist organizations 

(“FTOs”) and Specially Designated Global Terrorists (“SDGTs”), the FBI developed the 

Counter Cartel Coordination Center to bring to bear all the FBI’s tools, resources, and 

skillsets to most effectively combat FTOs and SDGTs. Our actions in response to these 

designations have yielded significant results. Over the past three months, the FBI has doubled 

down on its efforts to take dangerous criminals off the streets and remove Tren de Aragua 

(TdA) terrorists from the country. For example, in March, working with our interagency 

partners, the FBI announced the apprehension of one of our “Ten Most Wanted” from 

Mexico—a key senior leader of the brutal MS-13 gang, Francisco Javier Roman-Bardales. 

This is the third fugitive the FBI and our partners have apprehended since the beginning of 

this year. Currently, FBI-led task forces are staffed with over 12,000 Federal, state, local, 

Tribal, and territorial partners. Many of these task forces are focused on western hemisphere 

TCOs, cartels, violent crime, violent gangs, drug trafficking, child exploitation, and human 

trafficking across our nation's communities. Since January 20, 2025, the FBI has made over 

6,000 immigration-related arrests, 310 arrests of TdA members, and 136 arrests of MS-13 

members. 

Over the last few months, personnel across the FBI's 55 field offices have participated 

in Operation Allied Corridor, a U.S. Immigration and Customs Enforcement (“ICE”) 

Homeland Security Investigations (“HSI")-led operation to advance Title 8 enforcement 

priorities. The FBI, with support from ICE’s Enforcement and Removal Operations (“ERO”), 

HSI, the Drug Enforcement Administration (“DEA”), the Bureau of Alcohol, Tobacco, 

Firearms and Explosives (“ATF”), and the United States Marshals Service (“USMS”), has 

targeted approximately 3,000 U.S.-based criminal aliens either associated with criminal 

organizations (TCOs and narcotics smuggling networks) or re-entry violators with criminal 

histories who are eligible for deportation and removal from the United States. We are starting 

to see incredible results because of task forces like these, and the country is safer as a result. 

Just recently, we announced the seizure of over $509 million in cocaine linked to cartel 

activity in Florida, and the arrests of 370 illegal aliens—including foreign fugitives wanted 

for murder—in a multi-agency targeted enforcement operation in Massachusetts. 

The FBI's Joint Terrorism Task Forces (“JTTFs”), located in each of the FBI's 55 field 

offices, support President Trump's Executive Orders and the Department of Justice’s focus on 

immigration enforcement while working in partnership with Department of Homeland 

Security components to address terrorism-related subjects eligible for immigration 

enforcement action. Additionally, the FBI is combatting evolving international terrorism 

threats as evidenced by the October 7 attack by Hamas in Israel and continued attempts of 

terrorist actors to infiltrate the United States as migrants. As a co-leader of the Department’s 

Joint Task Force October 7 (“JTF 10-7”), created by the Attorney General on February 5, 

2025, the FBI will continue to work tirelessly to seek justice for the victims of the October 7, 

2023, terrorist attack and address the ongoing threat posed by Hamas and its affiliates. The 

continued sharing of information among our numerous partners through JTTFs, statewide and 

regional fusion centers, and law enforcement partners (or partner associations) across the 

country, and our legal attaché offices around the world, remains a critical component in 
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identifying, preventing, and responding to terrorism threats. We are also investigating 

numerous domestic terrorism incidents throughout the nation. In recent weeks, there have 

been numerous instances of vandalism, arson, and targeted shootings against Tesla vehicles, 

dealerships, and charging stations across the country. We have arrested seven individuals for 

their actions and will continue to vigorously investigate anyone who joins this pattern of 

violence. These acts of domestic terrorism will not be tolerated, and we will continue to hold 

these individuals accountable for their actions. 

Cyber threats are increasing everyday within an already crowded field of nation-state 

and criminal actors, which remains one of the FBI’s biggest concerns. The PRC presents the 
greatest and most sophisticated cyber threat to U.S. public safety and national security. Last 

year, PRC actors, tracked publicly as Salt Typhoon, showed their brazenness when they broke 

into the networks of multiple telecommunications companies to steal customer call records 

data, compromise the private communications of a limited number of individuals, and copy 

certain sensitive information related to law enforcement. Other nation-states, like the 

Democratic People’s Republic of Korea (“DPRK”), Iran, and Russia use espionage and 

cyberattacks to achieve their goals. Disturbingly, nation-state actors have obtained an 

increasing capacity for stealth in recent years, demonstrating the ability to maintain persistent, 

long-term access on U.S. networks without detection. Just as worrisome is their focus on 

compromising U.S. critical infrastructure, especially during a crisis. We are working to make 

it harder and more painful for malicious cyber actors and criminals to carry on their malicious 

activities. 

As the lead federal agency for threat response, the FBI works seamlessly with 

domestic and international partners to defend U.S. networks, attribute malicious activity, 

sanction bad behavior, and take the fight to our adversaries overseas. We must impose 

consequences on cyber adversaries and use our collective law enforcement and intelligence 

capabilities to do so through joint, sequenced operations for maximum impact. And we must 

continue to work with the Department of State and other key departments and agencies to 

ensure that our foreign partners are able and willing to cooperate in our efforts to disrupt 

perpetrators of cybercrime. 

Counterintelligence operations against nation-state adversaries mitigate grievous risk 

to U.S. national security. U.S. adversaries, including Russia, the PRC, and Iran continue to 

undermine our core institutions, and they are becoming more aggressive and more capable. 

The economic espionage threat posed by the PRC cannot be overstated. The PRC has 

deliberately created an environment that encourages intellectual property theft, using human 

intelligence officers, co-optees, corrupt corporate insiders, and sophisticated cyber intrusions. 

We have active PRC counterintelligence investigations across all 55 FBI field offices. The 

FBI’s Iran Threats Mission Center (“ITMC”) increases collaboration across all Iran threats— 
cyber, counterintelligence, and counterterrorism. The center synchronizes intelligence and 

operations on multiple joint initiatives and increases the FBI’s understanding of the Iran 

threat, contributing to the President’s National Security Presidential Memorandum (“NSPM-

2”), “Imposing Maximum Pressure on the Government of the Islamic Republic of Iran” 

objectives. 
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The support of this Committee in funding the FBI to do its part in thwarting these 

threats and facing these challenges is greatly appreciated. That support will allow us to 

establish strong capabilities and capacities to assess threats, share intelligence, leverage key 

technologies, and— in some respects, most importantly—hire the right people to serve as 

Special Agents, Intelligence Analysts, and professional staff. We have built, and are 

continuously enhancing, a workforce that possesses the skills and knowledge to deal with the 

complex threats and challenges we face today — and will face tomorrow. We are building a 

leadership cadre that views change and transformation as a positive tool for keeping the FBI 

focused on the key threats facing our nation. 

As criminal and terrorist threats become more diverse and dangerous, the role of 

technology becomes increasingly important to our efforts; and keeping pace with technology 

remains a key concern for the future. The FBI Laboratory, operating out of state-of-the-art 

facilities in Quantico, Virginia, and Huntsville, Alabama, is one of the largest and most 

comprehensive forensic laboratories in the world. One example of the Lab’s key services and 

programs is the Combined DNA Index System (“CODIS”), which allows over 200 law 

enforcement laboratories throughout the United States to compare over 25 million DNA 

profiles. In the last 20 years, CODIS has aided over 722,000 investigations, while 

maintaining its sterling reputation and the confidence of the American public. 

In addition to addressing the extensive external threats facing our Nation, the FBI will 

focus some of its resources to address the internal risk of non-compliance with all of the laws, 

rules, regulations and policy that apply to our work. We have been very clear that the FBI 

must create a culture of compliance that gives the American public the confidence that we 

will do our work objectively, impartially, and in strict adherence to the Constitution. Our 

broad mandate and sweeping authorities come with commensurate guardrails to protect U.S. 

Citizens. 

The FBI takes its responsibility of fiscal stewardship seriously and is looking at all 

available options to optimize existing resources and deliver more efficiently. Over the past 

two months, we have commenced the process to reallocate hundreds of positions from the 

National Capital Region out to field offices across the country to enhance investigative 

capacity and provide better support to Federal, state, local, Tribal, and territorial partners. 

This enhancement to field resources will increase the investigative capacity in 49 of our 55 

field offices and will enable the FBI to focus these resources on addressing violent crime, 

gangs, drugs, counterintelligence, and terrorism threats. 

In conclusion, the threats we face as a Nation have never been greater or more diverse 

and the expectations placed on the FBI have never been higher. With the requested resources, 

the FBI will have the talent, tools, and authorities to do more to protect the American people 

and uphold the Constitution. 

Chairman Rogers, Ranking Member Meng, and Members of the Subcommittee, thank 

you for the opportunity to testify today. I am happy to answer any questions you might have. 
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