The Attorney General has exempted this system from subsections (c)(3) and (4), (d), (e)(1), (2) and (3), (e)(5) and (8), and (g) of the Privacy Act pursuant to 5 U.S.C. 552a(j)(2). In addition, the system has been exempted from subsections (c)(3), (d), and (e)(1). Rules have been promulgated in accordance with the requirements of 5 U.S.C. 553(b), (c) and (e) and have been published in the Federal Register.

The newly described FBI system reflects that automated indices, containing limited data, will be available to Federal law enforcement agencies. The indices will assist these agencies in determining whether the FBI may have a more detailed record which is relevant to their law enforcement responsibilities, and which may be made available to them upon request.

Title 5 U.S.C. 552a(a)(4) and (11) provide that the public be provided a 30-day period in which to comment on the new routine uses of a system of records. The Office of Management and Budget (OMB), which has oversight responsibility under the Act, requires that it be given a 40-day period in which to review these systems.

Therefore, please submit any comments by July 11, 1994. The public, OMB and the Congress are invited to send written comments to Patricia E. Neely, Systems Policy Staff, Justice Management Division, Department of Justice, Washington, DC 20530 (Room 850, WCTR Building).

A description of the system of records is provided below. In addition, the Department has provided a report to OMB and the Congress in accordance with 5 U.S.C. 552a(r).
intelligence community to further the efforts of those agencies with respect to the national security and foreign affairs aspects of international drug trafficking;

(4) Individuals and organizations in the course of investigations to the extent necessary to elicit information pertinent to counterdrug law enforcement;

(5) Any person, organization, or entity within the private or public sector, domestic or foreign, to the extent necessary to prevent an imminent or potential crime which could or does directly threaten loss of life, serious injury, or serious loss of property;

(6) The news media and/or the public pursuant to 28 CFR 502.2 unless it is determined that release of the specific information in the context of a particular case would constitute an unwarranted invasion of personal privacy;

(7) A Member of Congress or staff acting upon the Member’s behalf, when the Member or staff requests the information on behalf of and at the specific request of the individual who is the subject of the record;

(8) National Archives and Records Administration and the General Services Administration for records management inspections conducted under the authority of 44 U.S.C. 2904 and 2906; and

(9) To a court or adjudicative body before which the FBI is authorized to appear when any of the following is a party to litigation or has an interest in litigation and such records are determined by the FBI to be arguably necessary to the litigation: (i) The FBI, or any subdivision thereof, or (ii) any employee of the FBI in his or her official capacity, or (iii) any employee of the FBI in his or her individual capacity where the DOJ has agreed to represent a party, or (iv) the United States, where the FBI determines that the litigation is likely to affect it or any of its subdivisions.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING AND RECORDS IN THE SYSTEM:

STORAGE:

Records described in this system are stored on a mainframe computer at the DOJ Computer Center, and on back-up storage devices at FBI Headquarters, which are accessible by the FBI.

RETRIEVABILITY:

Information in the automated indices will be retrieved by name or other unique identifier. In addition to other Federal law enforcement agencies (reference routine use above), the law enforcement components of the DOJ may have direct, electronic, "read only" access (under subsection (b)(1) of the Privacy Act) to this system. This data will assist DOJ law enforcement components in identifying whether there may be detailed records which reside in the case files of the FBI that may be relevant to their law enforcement responsibilities. Where such records are identified, DOJ law enforcement components may request access to them.

SAFEGUARDS:

Access is limited to designated agency employees with a need-to-know. All records are stored in a secure area of a secure building. In addition to controlled access to the building, the areas where records are kept are either attended by responsible employees, guarded by security personnel, and/or protected by electronic surveillance and/or alarm systems, as appropriate. In addition, unauthorized access to the automated indices is also prevented through state-of-the-art technology such as encryption and user IDs and multiple passwords.

RETENTION AND DISPOSAL:

The automated indices in this system relate to case files which are characterized as either permanent or temporary, governed by NARA criteria in making such assessments. Depending on the nature of the case files to which they relate, the automated indices in this system will be retained permanently or disposed of in accordance with the FBI Records Disposition Schedule developed jointly by NARA and the FBI and approved by the United States District Court for the District of Columbia, Washington, DC.

SYSTEMS MANAGER(S) AND ADDRESS:

Director, Federal Bureau of Investigation, Washington, DC 20535.

NOTIFICATION PROCEDURE:

Inquiries should be addressed to: Federal Bureau of Investigation, Freedom of Information/Privacy Acts Section, 9th Street and Pennsylvania Avenue, N.W., Washington, DC 20535

RECORD ACCESS PROCEDURES:

Same as above.

CONTESTING RECORDS PROCEDURE:

Same as above.

RECORD SOURCE CATEGORIES:

The data maintained in the automated indices in this system is derived from information in FBI drug law enforcement related case files, which are not part of this system.

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS OF THE ACT:

The Attorney General has exempted this system from subsections (c) (3) and (4), (d), (e) (1), (2) and (3), (e)(4)(G) and (H), (e) (5) and (8), (f) and (g) of the Privacy Act pursuant to 5 U.S.C. 552a (b)(2). Rules have been promulgated in accordance with the requirements of 5 U.S.C. 553 (b), (c) and (e) and have been published in the Federal Register.
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BILLING CODE 4410-02

Antitrust Division

Notice Pursuant to the National Cooperative Research and Production Act of 1993 the Compressor Crankshaft Failure Survey Project

Notice is hereby given that, on May 13, 1994, pursuant to Section 6(a) of the National Cooperative Research and Production Act of 1993, 15 U.S.C. 4301 et seq. ("the Act"), Southwest Research Institute ("SwRI") has filed written notifications simultaneously with the Attorney General and the Federal Trade Commission disclosing (1) the identities of the parties and (2) the nature and objectives of the venture. The notifications were filed for the purpose of invoking the Act's provisions limiting the recovery of antitrust plaintiffs to actual damages under specified circumstances. Pursuant to Section 6(b) of the Act, the identities of the parties are CNG Transmission Corporation, Clarksburg, WV; Consumers Power Company, Jackson, MI; El Paso Natural Gas Company, El Paso, TX; Natural Gas Pipeline Company of America, Lombard, IL; Southern California Gas Company, Los Angeles, CA; Southern Natural Gas Company, Birmingham, AL; and Tennessee Gas Pipeline Company, Houston, TX. The general area of planned activity include studying the industry's experiences in failures of reciprocating compressor crankshafts by developing a survey designed to document the causes and costs of recent crankshaft failures and assembling responses to the survey; preparing a database based on the survey responses and analyzing the data; and producing a list of potential solutions and a technical plan addressing the problem and presenting the plan to the industry, for implementation.

Membership in this venture remains open, and SwRI intends to file.