Although Ethiopia is one of Africa’s most populous countries, poor infrastructure and a
government monopoly on telecommunications have significantly hindered the expansion of
digital media. As a result, Ethiopia has one of the lowest rates of internet and mobile-
telephone penetration on the continent. Nevertheless, dissidents both inside the country and
in the diaspora have increasingly used the internet as a platform for political discussion and
criticism of the regime.

The government has responded by instituting one of the few nationwide filtering
systems in Africa, passing laws to restrict free expression, and attempting to manipulate
online media. These efforts have coincided with a broader increase in repression against
independent print and broadcast media since the 2005 parliamentary elections, in which
opposition parties mustered a relatively strong showing. ¹ The crackdown gained new
momentum ahead of the next elections in May 2010, though these were significantly less
competitive. The ruling party and its partners obtained 544 of the 547 parliamentary seats
and all but four of the 1,904 seats in regional councils, amid allegations of fraud and
intimidation of opposition supporters.²
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Internet and mobile-phone services were introduced in Ethiopia in 1997 and 1999, respectively. In recent years, the government has attempted to increase access through the establishment of fiber-optic cables, satellite links, and mobile broadband services. It has refused to end exclusive control over the market by the state-owned telecommunications firm, the Ethiopian Telecommunication Corporation (ETC). However, in December 2010 France Telecom took over management of ETC for a two-year period, renaming it Ethio Telecom in the process. China has also emerged as a key investor and contractor in Ethiopia’s telecommunications sector. Given allegations that the Chinese authorities have provided the Ethiopian government with technologies that can be used for political repression, such as surveillance cameras and satellite jamming equipment, some observers fear that the Chinese may assist the authorities in developing more robust internet and mobile-phone censorship and surveillance capacities in the coming years.

**OBSTACLES TO ACCESS**

Ethiopia’s telecommunications infrastructure is among the least developed in Africa and is almost entirely absent from rural areas, which are home to about 85 percent of the population. In 2009, an estimated 915,000 fixed telephone lines were in operation, serving a population of 83 million, for a penetration rate of approximately 1 percent. Similarly, as of 2009, there were only 447,000 internet users, for a penetration rate of 0.5 percent. However, the number of actual subscriptions is lower, with a reported 74,600 fixed-line
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1 The first use of internet-like electronic communication was in 1993, when the United Nations Economic Commission for Africa (UNECA) launched the Pan African Documentation and Information Service Network (PADISNET) project, establishing electronic communication nodes in several countries, including Ethiopia. PADISNET provided the first store-and-forward e-mail and electronic-bulletin board services in Ethiopia. It was used by a few hundred people, primarily academics and staff of international agencies or nongovernmental organizations.


internet connections in 2009, and only 3,500 of them broadband.  

9 Mobile-phone penetration was roughly 5 percent, or about 4.1 million subscriptions, as of 2009.  

The combined cost of purchasing a computer, initiating an internet connection, and paying usage charges places internet access beyond the reach of most Ethiopians. The cost of mobile-phone broadband service ranges from a subscription charge of US$80 plus a monthly fee of US$255 for a 2.4 Mbps connection, to a subscription charge of US$10 plus a usage-based monthly fee for a 153.6 Kbps connection. For the second option, the actual speed is 70 to 80 Kbps, and an average subscriber using the connection mainly for e-mail and limited web functions would pay about US$20 per month.  

11 By comparison, the gross domestic product per capita was US$318.70 in 2008.  

A 2010 study by the International Telecommunication Union found that Ethiopia’s broadband internet connections were among the most expensive in the world when compared with monthly income, second only to those in the Central African Republic.  

13 Prices are set by ETC and kept artificially high; the Ethiopian government has been reluctant to liberalize the telecommunications sector, which would likely drive prices down. An adult literacy rate of 36 percent means that the majority of Ethiopians would be unable to take full advantage of online resources even if they had access to the technology.  

Radio remains the principal mass medium through which most Ethiopians obtain information.

The majority of internet users rely on cybercafes to access the web, though connections there are often slow and unreliable. A 2010 study commissioned by Manchester University’s School of Education found that accessing an online e-mail account and opening one message took six minutes in a typical Addis Ababa cybercafe with a broadband connection.  

15 The number of cybercafes has grown in recent years, after a brief period in 2001–02 in which the government declared them illegal and forced some to shut down. Since July 2002, the Ethiopian Telecommunications Agency (ETA) has been authorized to issue licenses for new cybercafes.  

The authorities have placed some restrictions on advanced internet applications. In particular, the use or provision of Voice over Internet Protocol (VoIP) services or internet-
based fax services—including at cybercafes—is prohibited, with potential punishments including a fine and up to five years in prison. The government instituted the ban on VoIP in 2002 after it gained popularity as a less expensive means of communicating and began to drain revenue from the ETC’s traditional telephone business. Social-networking sites such as Facebook, the video-sharing site YouTube, and the Twitter microblogging service are available, though very slow internet speeds make it impossible to access video content. International blog-hosting websites such as Blogger have been frequently blocked since the disputed parliamentary elections of 2005, during which the opposition used online communication to organize and disseminate information that was critical of the ruling Ethiopian People’s Revolutionary Democratic Front (EPRDF). In addition, for two years following the 2005 elections, ETC blocked text-messaging via mobile phones after the ruling party accused the opposition of using the technology to organize antigovernment protests. Text-messaging services did not resume until September 2007.

Ethiopia is connected to the international internet via satellite, a fiber-optic cable that passes through Sudan and connects to its international gateway, and another cable that connects through Djibouti to an international undersea cable. In an effort to expand connectivity, the government has reportedly installed several thousand kilometers of fiber-optic cable throughout the country in recent years. There are also plans in place to connect Ethiopia to a global undersea cable network through the East African Submarine Cable System (EASSy) project. The EASSy project itself was completed and launched in July 2010, but its effects on Ethiopia have yet to be seen. The authorities have sought to increase access via satellite links for government offices and schools in rural areas. WoredaNet, for instance, connects over 500 woredas, or local districts, to regional and central government offices, providing services such as video conferencing and internet access. Similarly, SchoolNet connects over 500 high schools across the country to a gateway that provides video- and audio-streamed educational programming. The impact of such projects has
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been limited, however, as internet speeds across these networks remain almost prohibitively slow, and outages are common. In addition, as all of the networks are government owned and managed, the space for independent initiatives, entrepreneurial or otherwise, is extremely limited. 25 While a very small number of governmental and international organizations have their own VSAT satellite links to the internet with special government approval, such connections are not allowed for private organizations. 26

The state-owned ETC, or Ethio Telecom, retains a monopoly on all telecommunications services, including internet access and both mobile and fixed-line telephony. Connection to the international internet is centralized via Ethio Telecom, from which cybercafes must purchase their bandwidth. The ETA is the primary regulatory body overseeing the telecommunications sector. 27 Although it was established as an autonomous federal agency, in practice it is tightly controlled by the government.

Liberalization of the telecommunications sector is expected to greatly increase internet and mobile-phone penetration, but the prospects for such liberalization remain uncertain. While some observers consider the December 2010 entry of France Telecom as manager of Ethio Telecom to be a potential move toward liberalization, others are skeptical of the government’s commitment to allowing greater public access to information and communication technologies (ICTs). The foreign partnership may simply be an effort to improve service delivery while maintaining the state monopoly. The government has declared that it will not hasten the liberalization process or succumb to pressure from the international community. 28

Although the Ethiopian authorities deny engaging in online censorship, 29 studies conducted by the OpenNet Initiative (ONI) in 2009 indicate that Ethiopia is the only country in sub-Saharan Africa to impose nationwide, politically motivated internet filtering. 30 The blocking of websites is somewhat sporadic, tending to tighten ahead of sensitive political events. Following a period in early 2009 during which several previously blocked websites became

26 Agencies including UNECA, the World Bank, and the Ethiopian Civil Service College have been given special authorization for a VSAT link.
available, filtering intensified again ahead of the May 2010 elections as part of a general crackdown on independent and opposition media.\textsuperscript{31}

The government’s approach to internet filtering appears to entail hindering access to a list of specific internet-protocol (IP) addresses or domain names at the level of the international gateway. Testing by ONI found that the filtering focuses primarily on independent online news media, political blogs, and Ethiopian human rights groups’ websites.\textsuperscript{32} International news outlets such as the U.S.-based Cable News Network (CNN) and nongovernmental organizations such as Human Rights Watch, Amnesty International, and Reporters Without Borders—all of which have criticized the Ethiopian government’s human rights record—were available as of early 2009. However, tests conducted by Freedom House found that in mid-2010 the websites of Freedom House, Human Rights Watch, and Amnesty International were inaccessible. In March 2010, Voice of America (VOA) reported that its website was blocked in Ethiopia.\textsuperscript{33} This came shortly after Prime Minister Meles Zenawi admitted that the government was jamming VOA’s Amharic radio service.\textsuperscript{34} In addition, the British Broadcasting Corporation (BBC) reported in June 2010 that e-mail messages sent from Ethiopia to the U.S.-based Committee to Protect Journalists were being blocked.\textsuperscript{35}

Ethiopian websites and blogs that are typically blocked but suddenly became available in early 2009 included CyberEthiopia, Ethiopian Review, Ethiopian Media Forum, Quatero, and Ethiomedia. Several observers suggested that the loosening came in response to the 2008 U.S. State Department human rights report on Ethiopia,\textsuperscript{36} released in February 2009, which accused the government of restricting internet access by blocking politically oriented websites.\textsuperscript{37} CyberEthiopia, a prodemocracy website, commented in March 2009 that the erratic nature of internet filtering may be a deliberate tactic by the authorities aimed at creating confusion and buttressing government claims that there is no systematic and pervasive filtering regime in the country. The article also raised concerns about a planned filtering system that would be capable of blocking access if blacklisted keywords are found at a given URL, but the existence of such a system has yet to be confirmed by additional
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sources.\textsuperscript{38} By mid-2010, all of the newly available websites and several others—including the online version of Addis Neger, a leading independent newspaper that was forced to close in December 2009\textsuperscript{39}—were temporarily inaccessible again, apparently as part of the government’s broader election-related restrictions on the free flow of information.\textsuperscript{40}

The increased repression against journalists working in traditional media has generated a chilling effect in the online sphere. Few Ethiopian journalists work for both domestic print media and as correspondents for overseas online outlets, as this could draw negative repercussions. Many bloggers publish anonymously to avoid reprisals.

In addition to censorship, the authorities use regime apologists, paid commentators, and progovernment websites to proactively manipulate the online news and information landscape. Acrimonious exchanges between a small number of apologist websites and a wide array of diaspora critics and opposition forces have become common in the online Ethiopian political debate. In an example of alternative techniques for controlling online discussion, in April 2010 the Addis Neger prodemocracy Facebook group, which had attracted thousands of members, was shut down by Facebook administrators based on complaints that were apparently orchestrated by the regime; following international pressure, Facebook promptly reinstated the group.\textsuperscript{41} Lack of adequate funding represents another challenge for independent online media, as fear of government pressure dissuades Ethiopian businesses from advertising with politically critical websites.

Regime critics and opposition forces in the diaspora increasingly use the internet as a platform for political debate and an indirect avenue for providing information to local newspapers. But given the low internet penetration rate, the domestic Ethiopian blogosphere is still in its infancy. Blogging initially blossomed during the period surrounding the 2005 parliamentary elections and the subsequent clampdown on independent newspapers. This growth has slowed somewhat since 2007, when the government instituted a blanket block on the domain names of two popular blog-hosting websites, Blogger and Nazret.com. Nevertheless, several bloggers, such as “Ethio-Zagol Seminawork” and “Urael,” continued to use blogs to relay information abroad that exposed human rights violations, and to advocate for the release of political prisoners. Over the past two years, the use of social-networking sites, most notably Facebook, as platforms for political deliberation and information sharing has gained momentum, though many civil society groups based in the country are wary of mobilizing against the government. Some political commentators use
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proxy servers and anonymizing tools to hide their identity when publishing online and to circumvent filtering. Among general internet users, however, circumvention tools are rarely employed, and most people simply forego accessing websites that are blocked.42

**VIOLATIONS OF USER RIGHTS**

Constitutional provisions guarantee freedom of expression and media freedom.43 Nevertheless, in recent years the government has adopted laws—namely the Mass Media and Freedom of Information Proclamation and the Anti-Terrorism Proclamation—that restrict free expression.44 According to Human Rights Watch, the 2008 Mass Media and Freedom of Information Proclamation has some positive aspects, such as a ban on pretrial detention of journalists. However, it also introduced crippling fines, licensing restrictions for establishing a media outlet, a clause permitting only Ethiopian nationals to establish mass media outlets, and powers allowing the government to impound periodical publications.45 The 2009 Anti-Terrorism Proclamation includes an overly broad definition of terrorism, leaving the authorities with wide discretion to invoke it when suppressing nonviolent dissent. Under the legislation, publication of a statement that is likely to be understood as a direct or indirect encouragement of terrorism is punishable by up to 20 years in prison.46

A criminal code that entered into force in May 2005 provides for “special criminal liability of the author, originator or publisher” when writings are deemed to be linked to offenses such as treason, espionage, or incitement; in such instances, the penalty may be life imprisonment or death.47 Also under the criminal code, publication of a “false rumor” is punishable by up to three years in prison.48 As of mid-2010, none of these laws had been used to prosecute an individual specifically for online expression, but the harsh legal regime has created a chilling effect on both traditional and online media.

Government surveillance of online and mobile-phone communications is a concern in Ethiopia, though there is a lack of concrete evidence as to the scale and scope of such

42 Interview with an Ethiopian blogger and political commentator, August 8, 2010.
practices. Upon purchasing a mobile phone, individuals are asked to register their SIM card with their full name, address, and government-issued identification number. Internet account holders also are required to register their personal details, including their home addresses, with the government. For a period following the 2005 elections, cybercafe owners were required to keep a register of their clients, but as of mid-2010 this was no longer being implemented in practice. The key government agency allegedly involved in surveillance is the Information Network Security Agency (INSA). It is suspected of engaging in internet filtering and monitoring of e-mail. There have also been reports of the government using technology obtained from the Chinese authorities to monitor phone lines and various types of online communication.

Although traditional media journalists in Ethiopia face considerable harassment and intimidation, leading several to flee the country in recent years, there have been no reported cases of prosecution or attacks specifically in response to online expression or blogging.
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