The Cybercrime Prevention Act of 2012, currently suspended by the Supreme Court, would allow authorities to block online content without a warrant, facilitate government surveillance, and punish online libel with up to 12 years' imprisonment (see Limits on Content and Violations of User Rights);

Civil society activism fuelled 15 petitions to the Supreme Court to suspend the new Cybercrime law; its status going forward is unclear (see Limits on Content).

As of March 2013, there were eight proposed bills in the Senate calling for regulation of online child pornography, gambling, and phishing, which could add to overbroad restrictions on cybercrime (see Limits on Content).
People in the Philippines enjoy nearly unrestricted access to the internet. There have not been any reports of the government systematically blocking access to online content. This excellent record was marred in September 2012 by the passage of an anti-cybercrime law boosting official powers to censor and monitor internet users without judicial oversight.

The Philippines first connected to the internet almost twenty years ago via the Philippine Internet Foundation, but experienced very low penetration until the government deregulated the industry in the 1990s, allowing new players to compete with the dominant Philippine Long Distance Telephone Company (PLDT). Recent mergers and acquisitions, however, mean PLDT controls 70 percent of the market and still lacks the kind of competition that would spur it to innovate or become more efficient for the end user. In addition to this the de facto monopoly, lack of infrastructure and bureaucratic government regulation continue to slow penetration. Mobile phone use is more widespread, though this has yet to result in higher mobile internet use.

During the coverage period for this report, the senate approved the notorious Cybercrime Prevention Act, which President Benigno Aquino Jr. signed into law in September. Civil society groups and lawyers immediately petitioned the Supreme Court to issue a restraining order against it, particularly provisions that allow the government to block content without a court order, monitor online activities with the help of service providers, and classify libel—already criminalized under the penal code to the detriment of free expression—as a cybercrime punishable by harsher jail terms than the same offence committed offline. The court, under newly-appointed Chief Justice Maria Sereno, suspended the law’s implementation indefinitely on grounds that it may be unconstitutional. Sereno’s predecessor was unseated in an impeachment trial related to corruption allegations in May 2012.

This suspension, while positive, left the status of the law ambiguous, and drew attention to its creators’ intent in ways that are already chilling online expression. In oral arguments defending it, a government lawyer warned that “liking” a defamatory Facebook post is tantamount to committing libel. A libel complaint over a YouTube video is pending, since the investigation cannot continue until the status of the law is clarified. Meanwhile, the Philippine National Police formed an Anti-Cybercrime Group based on one of the act’s provisions in early 2013; it is unclear how the law’s suspension will affect the group’s activities.

Mobile phone subscriptions, on the other hand, have increased significantly in recent years, with penetration reaching 107 percent in 2012, indicating that some users have more than one device.\footnote{International Telecommunication Union, “Mobile-Cellular Telephone Subscriptions, 2000-2012.”} SMS has been hugely popular for 2G cell phone users since the mid-2000s. Penetration of 3G mobile data speeds reached 107 percent in 2012, indicating that some users have more than one device.\footnote{Mary Meeker and Liang Wu, “2012 Internet Trends,” Kleiner Perkins Caufield and Byers, http://kpcb.com/insights/2012-internet-trends-update.}


An industry monopoly has contributed to these inflated costs. In the 1990s, government legislation allowed competitors a foothold in the market, previously dominated by the PLDT, a company that

\footnotesize{\textsuperscript{3} Based on current rates published by the three biggest providers: Sun Broadband (owned by Digitel and acquired by PLDT in October 2011), PLDT, and Globe Telecom as of March, 2013.}
had been US-owned and Philippine government-owned before its current incarnation as a private entity.12 However, in the absence of antitrust laws to promote healthy competition between businesses, the PLDT has retained its dominance though a series of mergers and acquisitions. After acquiring majority shares in rival Digitel Telecommunications in 2011, it now controls 70 percent of the country’s ICT sector.13

Although the industry appears to have diversified, some of these changes are superficial: The most recent government statistics reported 304 registered internet service providers (ISPs) as of 2010,14 yet most connect to the international internet through the PLDT. The company still owns the majority of fixed-line connections—and consequently the most stable backbone—as well as the 10,000-kilometer domestic fiber optic network that connects to several international networks. It also owns or manages several international cable landings,15 and offers the highest total bandwidth capacity of 250 Gbps.16

By the end of 2012, the only remaining challenger to PLDT’s Smart was Globe Telecommunications, which purchased debts amounting to billions of Philippine pesos from struggling competitor Bayan Telecommunications in 2013 with a view to acquiring the company.17 The rivalry has not resulted in the kind of competition which reduces costs and increases efficiency for the end user. Instead, Smart and Globe have been mired in negotiations over interconnecting their networks for several years, which has also delayed the development of broadband services in many areas.18 Interconnection allows customers to communicate with users on rival networks without incurring extra costs.

Companies entering the market go through a two-stage process. First, they must obtain a congressional license that involves parliamentary hearings and the approval of both the upper and lower houses. Second, they need to apply for certification from the National Telecommunications Commission, which has regulated the industry with quasi-judicial powers and developed tariff and technical regulations, licensing conditions, and competition and interconnection requirements since its creation in 1979. The constitution limits foreign entities to only 40 percent ownership of a business to be established in the country. Internet service is currently classified as a value-added service and is therefore subject to fewer regulatory requirements than mobile and fixed phone services.

---

Institutions governing the ICT sector are highly bureaucratic, often with ambiguous or overlapping responsibilities which slow the pace of development. Successive government administrations have modified the structure of official ICT bodies, including President Benigno Aquino. His Executive Order 47 of 2011 established an Information and Communications Technology Office under the Department of Science and Technology (DOST) tasked with conducting research, development, and capacity-building in the ICT industry. However, the division of labor between this office and the Department of Transportation and Communications, which also deals with ICT-related communications, as well as the National Computer Center and the Telecommunications Office, was hard to perceive.

A streamlining process is anticipated. In 2012, Senate Bill No. 50 was passed to create a separate and specialized Department of Information and Communications Technology. The bill is pending before a bicameral conference committee before being transmitted to the president for approval. If authorized, all other ICT-related agencies will be abolished and their powers and personnel transferred to the new department. Some DOST officials challenged the necessity of creating the new department.

All relevant government bodies are headed by presidential appointees. Critics believe this creates a dependence on the incumbent administration and Congress, which determines their budget.

**Limits on Content**

In the year’s most significant development, the 2012 Cybercrime Prevention Act was passed into law in September, threatening to infringe on the Philippines’ otherwise open online environment by introducing content restrictions that even a government lawyer admitted are unconstitutional. Under the now-suspended act, the Department of Justice can block online information without a warrant.

While the new anti-cybercrime act remains on hold, there is no systematic government censorship of online content, and internet users in the Philippines enjoy unrestricted access to both domestic and international sources of information. A wide range of Web 2.0 applications, including YouTube, Facebook, Twitter, and international blog-hosting services, are freely accessible. No incidents of politically-motivated website blocking have been reported. The OpenNet Initiative

---

22 Erwin A. Alampay, “ICT Sector Performance Review for Philippines.”
found no evidence of national filtering, though several organizations reported monitoring and filtering activities in the workplace.

The Cybercrime Prevention Act, signed into law on September 12, 2012, allows the Department of Justice to “restrict or block” content without a court order, including some overly-broad categories like “cybersex,” which fails to differentiate between consensual and illegal acts. The law’s most troubling provisions introduce punitive jail terms for online libel, outlined in Violations of User Rights.

The reaction to the passing of this punitive piece of legislation was encouraging, if full of apparent contradictions. Before it took effect, the act’s own sponsor, Senator Edgardo Angara, stated that he would amend it to require a court order in support of content restrictions: “I’m trying to trace in the record who introduced this kind of provision,” he told local journalists. Activists moved quickly to prevent the act’s implementation, and different groups and stakeholders had filed petitions with the Supreme Court to question its constitutionality by January 2013. In response, the justices issued a 120-day restraining order to prevent the law from being acted upon, which the court extended indefinitely in February 2013; in oral arguments, the government’s lawyer acknowledged that the clauses relating to content restrictions were unconstitutional. Meanwhile, Senator Miriam Defensor Santiago filed a rival bill with congress that, if passed, would repeal the act. Santiago told journalists her Magna Carta for Philippine Internet Freedom bill “provides for court proceedings in cases where websites or networks are to be taken down and prohibits censorship of content without a court order.” It is not clear how much support Santiago’s bill may attract, and passing a bill in the Philippines can take months or even years.

As of March 2013, there are eight other proposed bills in the Senate calling for regulation of online content pertaining to child pornography, gambling, and phishing, some of which would require ISPs, web hosting services and educational institutions to monitor users and disable access to banned content. The Anti-Child Pornography Act of 2009 also requires ISPs to install unspecified “available technology, program or software” to filter content prohibited by the act.
There have been no reports of officials putting pressure on online journalists or bloggers to delete content when it is critical of the authorities. However, many news websites are online versions of traditional media which self-censor due to the level of violence against journalists in the Philippines. While it is fair to surmise that the same attitude is reflected in their online output, the degree is difficult to establish. Notably, however, one of the Senate’s main proponents of the libel clause in the Anti-Cybercrime Act argued that it would instill self-censorship in internet users—the actual phrase was “think before you click,” according to local blogger Raïssa Robles.33

More generally, the Philippine blogosphere is rich and thriving. Both state and non-state actors actively use the internet as a platform to discuss politics, especially during elections. Online protests against the Cybercrime Prevention Act were common for several months before and after the law was passed, with individuals blacking out their profile pictures on social networks. Many dubbed it Cyber Martial Law after the era of military rule in the 1970s when freedom of expression was seriously threatened.34 While encouraging, these protests can only be called successful inasmuch as they spurred the filing of the 15 petitions with the Supreme Court, which are to be credited with ultimately suspending the law’s implementation.

The Cybercrime Prevention Act, which passed in 2012 after more than a decade of deliberations,35 uncritically adopted archaic libel provisions from the penal code—long challenged by local and international human rights groups36—and increased the minimum penalty for online violations from six months to a staggering six years in jail, apparently at the last minute and without public discussion.37 Other provisions require service providers to cooperate with law enforcement in monitoring users suspected of cybercrime, and potentially allow police to monitor online traffic in real time. Despite the Supreme Court’s restraining order on the law’s implementation, it has already created a chilling effect among internet users. Violence against traditional journalists exerts a negative effect on freedom of expression in the Philippines, but as of 2013, had relatively little impact on online communication.38


The Bill of Rights of the 1987 Constitution protects freedom of expression (Section 4) and privacy of communication (Section 1). However, some laws undermine those protections. Libel is punishable by fines and imprisonment under the Revised Penal Code. This has historically been challenging to prove in online cases which lack a physical place of publication—one of the requirements for an offline prosecution—and in 2007, a Department of Justice resolution established that Articles 353 and 360 of the Revised Penal Code covering libel do not apply to statements posted on websites. This may have discouraged, but did not stop, attempts to prosecute online libel. In 2011, a doctor filed a complaint over an allegedly defamatory statement published online and in the comments section of their website. In January 2013, the prosecutor dismissed the complaint against the website staffers on the basis that they are not responsible for content they neither edited nor approved. However, charges are still pending against the third respondent who left the comment.

The 2012 cybercrime law not only adopted the penal code’s definition of libel, but further classified it as a cybercrime punishable by six to twelve years in prison or a fine determined by the Department of Justice. The identical offense perpetrated offline carries a lesser sentence of six months to four years and two months imprisonment under the Revised Penal Code. A government lawyer warned that liking or sharing a libelous post on Facebook or Twitter could result in imprisonment. Others pointed out that the law could imprison the living for libeling the dead, and that the author of alleged libel could be sued for something written years before the law was passed if the content is still available online. One lawyer reposted content that had sparked a libel suit against him in 2010 to his Facebook page in an attempt to create the kind of judicial controversy that would spur the Supreme Court to intervene over the law.

While the legal challenges to the law have left its future in doubt, a private citizen used it to sue a neighbor for uploading a video to YouTube under an allegedly libelous title in October 2012; the preliminary investigation into the complaint was suspended due to the restraining order issued by
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40 Department of Justice, Resolution No. 05-1-11895 on Malayan Insurance vs. Philip Piccio, et al., June 20, 2007. Article 353 states that, “libel is committed by means of writing, printing, lithography, engraving, radio, phonograph, painting, theatrical exhibition, cinematographic exhibition, or any similar means.” The Department also stated that the accused are not culpable because they cannot be considered as authors, editors, or publishers as provided for in Article 360. Critics have further noted that the Revised Penal Code, which dates from 1932, long predates digital technology, and therefore shouldn’t be applied to digital content.
the Supreme Court against the cybercrime law. Another prominent case did not involve a criminal prosecution. In 2012, a group of nurses said their hospital had fired them for ‘liking’ a Facebook post criticizing the management. Though the state-run hospital denied Facebook was a factor in the termination, the case evoked the same fear—of authorities taking arbitrary action over ICT content—as the anti-cybercrime law itself.

The cybercrime act would also facilitate government surveillance of online communication, allowing the authorities to monitor online activities, and requiring service providers to assist the government in collecting and storing user data pertaining to acts classified as cybercrimes, including spam and file-sharing. The extent to which they already conduct surveillance is not clear. The government acted on Section 10 of the law to create an anti-cybercrime group within the Philippine police force in March 2013. It is not known whether the team has begun collecting real-time traffic data based on the law’s contested section 12.

A Data Privacy Act introduced into law on August 15, 2012 establishes parameters for the collection of personal information and an independent privacy regulator, but only pertaining to data voluntarily provided in private or official transactions, such as credit card information or social security details. While many clauses are ICT-specific, requiring those who control information voluntarily provided in private or official transactions, such as credit card information or social security details, to voluntarily provide it, it does not redress the provisions in the Cybercrime Prevention Act that would allow monitoring or collection of personal data in criminal cases with neither the user nor the court’s consent.

Other laws with privacy implications include the Anti-Child Pornography Act of 2009 which explicitly states that its section on ISPs may not be “construed to require an ISP to engage in the monitoring of any user,” though it does require them to “obtain” and “preserve” evidence of violations, and threatens to revoke their license for non-compliance; section 12 of the law also authorizes local government units to monitor and regulate commercial establishments that provide internet services. Under the Human Security Act of 2007, law enforcement officials must obtain a
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court order to intercept communications or conduct surveillance activities against individuals or organizations suspected of terrorist activity. 54 To date, no abuse of this law has been reported. Other bills pending in Congress as of March 2013 would potentially add to privacy concerns by requiring ISPs, web-hosts, and educational institutions to monitor users trying to access child pornography, gambling sites, or performing illegal hacking. 55

Violence against journalists is a significant problem in the Philippines. As of April 30, 2013, the Committee to Protect Journalists reported at least 73 Philippine journalists had been killed in relation to their work—most covering political beats—since the organization started compiling records in 1992. 56 Not one of these murders has been fully prosecuted—meaning that everyone responsible for both ordering and executing the killing have been tried and convicted—creating an entrenched culture of impunity that sends the message that individuals exercising free speech can be attacked at will. This trend has yet to make itself felt among internet users: There have been no prominent cases reported of attacks on bloggers for online expression, though some fear that may change as internet penetration grows and more people turn to web-based news sources.

There are no restrictions on anonymous communication in the Philippines. The government does not require the registration of user information prior to logging online or subscribing to internet and mobile phone services, especially since prepaid services are widely available, even in small neighborhood stores.

There have been no reports of politically-motivated incidents of technical violence or cyberattacks perpetrated by the government towards private individuals. However, in October 2012, the Philippine chapter of the group Anonymous perpetrated a series of cyberattacks against government- and privately-owned websites. 57

---

56 The organization documented an additional 37 journalist murders in which the motive was not confirmed. Committee to Protect Journalists, “73 Journalists Murdered in Philippines since 1992,” accessed May 2013, [http://cpj.org/killed/asia/philippines/](http://cpj.org/killed/asia/philippines/).