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The opinions or assertions contained herein are the private 
views of the author and are not to be construed as official 

or as reflecting the views of the Department of the Army or 
the Department of Defense. 
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Stores biometrics from: 
• Visa applicants 
• Travelers to the U.S. 
• Immigration violators 
• Other immigration and 

border management 
benefits and credential 
applicants 

• Latent prints from DoD, 
DoJ and DHS 

Stores biometrics from: 
• Individuals arrested domestically 
• Limited number of individuals arrested 

internationally 
• Latent prints from crime scenes 
• Limited number of individuals for licensing, 

employment and other application purposes  

Stores biometrics from: 
• DoD Biometric Enabled Watch List (BEWL) 
• Detainees; enemy combatants; other 

criminal master files 
• Latent prints from IEDs and other hostile 

actions 
• 10-Prints associated with matches to IED-

related latent prints 
• Credential applicants requesting access to 

U.S. installations overseas 
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